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Abstract—Wi-Fi wireless networks are prone to a very large number of Denial of Service (DoS) attacks due to the vulnerabilities at the MAC layer of 802.11 wireless protocol systems. In this paper we are mainly focussing on the De-authentication DoS attack in Wi-Fi wireless networks. The impact of the De-authentication (DoS) attack is very severe as the person who gets affected gets disconnected from the network. This DoS attack can be launched and removed easily using minimum resources. In this paper we propose an Intrusion Detection System (IDS) along with the Intrusion Prevention System (IPS) that detects the de-authentication DoS attack in a Wi-Fi wireless network and also helps the victim station (STA) to recover swiftly from the attack. Our proposed IDS is lightweight and detects the attack with high accuracy & low false positive rate. Our technique can be easily deployed on open as well as encrypted networks.

Index Terms— to minimize the Denial of service attack in wireless networks.

1 INTRODUCTION

IEEE 802.11 [1] based Wireless LAN (WLAN) is being used extensively now-a-days. From corporates to coffee shops, from university to malls, users are hooked to Wi-Fi network while on the move. However, the benefits Wi-Fi network come at the cost of security. The designers of Wi-Fi standards concentrated more on providing the ease of network access, transparent roaming, device compatibility, thereby sacrificing security. The initial encryption technique proposed in the standard was Wired Equivalent Privacy (WEP) which was proven inadequate and could easily be broken [2]. The 802.11i standard released subsequently provided the users with Wi-Fi Protected Access (WPA) & WPA2 as the standard encryption techniques. Though WPA & WPA2 were robust than WEP, it only protected the data frames. The management and control frames remained un-encrypted. A prominent number of Wi-Fi attacks exploit the open and un-authenticated nature of the management and control frames. In this paper our focus is on the de-authentication DoS attack.

A. De-authentication DoS Attack

In a de-authentication DoS attack the attacker infuses a large amount of de-authentication frame(s) in the network. When the clients receive the de-authentication frame(s) they get disconnected from the network. If the attack is prolonged, the users would be unable to maintain the connection with the Wi-Fi network. An attacker can launch de-authentication DoS attack in various ways. Prominent among these are: · The attacker can construct spoofed de-authentication frame(s) and set the source MAC address as the victim STA’s MAC address and destination MAC address as the AP’s MAC address. Thus upon receipt of the frame, the AP thinks that a genuine user wishes to leave the network and disconnects the user from the network. The attacker can craft spoofed de-authentication frame(s) and set the source MAC address as the AP’s MAC address and destination MAC address as victim STA’s MAC address and inject these spoofed frames into the network. These spoofed frames upon reaching the users terminal disconnect the user from the network. · The attacker can craft a packet with source MAC address of the AP and destination as broadcast MAC address (FF:FF:FF:FF:FF:FF). This disconnects all the users associated with the AP. The impact of the broadcast de-authentication DoS attack is severe and leads to de-authentication of all users connected with the target AP in the network. The attacker can use a variety of available tools like aircrack-ng suite [3], file2air [4] etc. to launch the deauthentication DoS attack. All that the attacker needs to know is the target client(s) MAC address, BSSID (MAC address of access point), SSID of the network and the channel number on which it is running. This information can be easily obtained using tools like Wireshark [5], tcpdump etc.

2. RELATED WORK AND MOTIVATION

Since the induction of the IEEE 802.11i standard in 2004, WLANs have been able to provide robust authentication of Wi-Fi devices and encryption of the communication traffic.
The 802.11i standard uses the IEEE 802.1X Extensible Authentication Protocol (EAP) to ensure that only authorized devices are allowed to access the Wi-Fi network. It also uses the Advanced Encryption Standard (AES) to guarantee confidentiality and integrity of the data communications between authenticated devices. The drawback of 802.11i standard is that it only encrypts the data frames, the management and control frames are still left unencrypted. Management and control frames are vital frames that are required for establishing and maintaining connections. De-authentication frame is a management frame and hence left unencrypted. So if a network does not implement the 802.11w standard, there is no way of checking the authenticity of the de-authentication frame(s) received.

The 802.11w standard came in the year 2009, and hence a very small fraction of Wi-Fi networks employ this standard. There exists millions of legacy Wi-Fi networks which do not implement this standard and have no option but to terminate the client connection upon receiving a de-authentication frame(s).

The 802.11 standard specifies that de-authentication is a notification, not a request. De-authentication shall not be refused by either party. When a user (AP) sends a de-authentication frame to an associated AP (STA), the association ends. The attacker can also exploit the other management and control frames to launch a myriad of attacks, but in this work, 978-1-4799-2275-8/13/$31.00 ©2013 IEEE 2013 Annual IEEE India Conference (INDICON) we concentrate on how an attacker can exploiting the de-authentication frame(s) to launch the de-authentication DoS attack. On similar lines, an attacker can also launch a Disassociation DoS. Dis-association DoS has relatively low impact as compared to de-authentication DoS attack since in the latter the victim needs to re-authenticate as well as re-associate, whereas in the former the victim needs to only re-associate. Wireless DoS can be performed at physical as well as MAC layer. At the physical layer jammers are used to disruptor prevent communication between stations. At the MAC layer media access vulnerabilities and the openness of the management and control frames are exploited to launch DoS attacks. Some of the solutions proposed in the literature to tackle the de-authentication DoS attack are listed below: Edgar Cardenas [7] proposes the use of Reverse Address Resolution Protocol (RARP) to detect spoofed frames. However an intelligent attacker can manipulate the IP address of the client to circumvent the RARP technique. Also in the case when multiple IP address are assigned to same NIC the solution fails [8], [9]. Guo et al. [10], Wright [11], Mar et al. [12], Xia et al. [13] and Anjum et al. [14] have suggested various schemes for detection of spoofing attacks based on the sequence number analysis. However a clever attacker can predict the sequence number in advance to escape detection. Also with the advent of attack cards it is possible for an attacker to send a frame with a desired sequence number. · Upgrading to 802.11w standard - This standard [15] authenticates the de-authentication and dis-association frames. The authentication prevents spoofing and hence can prevent the de-authentication DoS attack. However 802.11w is a very recent standard released in 2009. Upgrading all millions of Wi-Fi devices to support the 802.11w is a difficult task. Nguyen et al. [16] have proposed a Letter-envelop protocol to prevent the de-authentication DoS attack. In their approach the client and AP share a secret key which is used for authenticating the de-authentication frame and Disassociation frames. This helps in alleviating the attack and does not incur too much load on either the client or the AP. However this method also involves firmware upgrades on both client and AP and hence proves to be costly. · A centralized framework like 802.1x can help prevent a variety of attacks including de-authentication DoS attack, however such centralised solutions suffer from single point of failure [17]. If the authentication server is compromised all the clients belonging to the network can be compromised. To summarize the drawbacks of the current approaches to detect or prevent the de-authentication DoS attack are listed as follows:

1) Expensive Deployment.
2) Requires modification in 802.11 protocol to support Authentication and Encryption of frames which are currently non-authenticated.
3) Patching client software.
4) Requires proprietary hardware.
5) Upgradation to newer standards.

From the above summary it is clear that a scheme to detect the de-authentication DoS attack is required having the following features:
- No modification of 802.11 protocol.
- Easy deployment to legacy as well as new networks.
- Hardware costs should not be exorbitant.
- Should not require patching of underlying operating system or installation of new software.
Should be able to recover victim STA from the attack swiftly.

The summary of our contributions are:
1) We propose an IDS & IPS based approach that not only helps in detecting the existence of de-authentication DoS attack in a Wi-Fi network but also helps the victim stations to recover from the attack quickly. The developed IDS complies with the 802.11 standard. No protocol modification is necessary. We exploit the fundamental aspects and properties of the 802.11 protocol to detect the attack.
2) The only hardware requirement is a sensor capable of sniffing the wireless data. This ensures the technique is economical and can be easily deployed.

3. PROPOSED SCHEME

A. Architecture

The architecture of the IDS is shown in Figure 1. The IDS is a wireless sniffer which monitors the incoming and outgoing network traffic in promiscuous mode. For every AP that needs to be protected, we use the setup shown in Figure 1. For each STA associated with the AP, the IDS keeps a track of the following parameters. · Moving average of the number of packet(s) sent/received by the STA. · Average throughput of each associated STA. · Number of de-authentication frames sent/received. Besides this the IDS maintain the following global parameters. · Rolling average of the number of de-authentication frame(s) seen in the network. · Average throughput of the network. The IDS is a sniffer that sniffs the wireless data packets and transfers them to the Analysis Engine. The Analysis Engine filters out unwanted packets from the received frames and based on various parameters like network throughput, STA throughput, de-authentication frame(s) received by a STA determines whether de-authentication DoS attack has occurred. The Analysis Engine also stores the vital information about the network statistics obtained in the Database(DB). If the Analysis engine infers that a de-authentication DoS attack has indeed occurred, it informs the IPS module about the same. If the de-authentication DoS attack is still in progress, the IPS module directs the AP to ignore the de-authentication frame(s) for the victim client. This helps the victim STA to recover quickly from the attack. In any de-authentication DoS attack

the attacker inundates the target client(s) with spoofed deauthentication frame(s). The consequence of this leads to the following observation:

- A stream of de-authentication frame(s) against targeted client(s).
- Radical fall in the throughput of the targeted client(s).

Our IDS makes use of these two characteristics of a deauthentication DoS attack to detect its occurrence in the Wi-Fi network. We analyzed the SIGCOMM traces and other 802.11 datasets obtained from crawdad website [18] to evaluate various characteristics of a de-authentication frame(s). We also conducted extensive in-house experiments to study the behaviour of the clients under normal and attack conditions. We plot the number of de-authentication frame(s) sent by the clients to the AP under normal network conditions. As seen from Figure 2, almost 96% of the time, the client needs at max two deauthentication frame(s) to get disconnected from the Wi-Fi network. In fact 88% of the clients get disconnected with a single deauthentication frame. Recent Wi-Fi hardware
From the Figure 3 it can be seen that the throughput of the client severely degrades during the attack. After the attack recedes, eventually some clients recover whereas some remain in the dis-connected state. The mobile stations remain in dis-connected state and they had to be manually re-connected to the Wi-Fi network. Mobile stations do not recover automatically from the impact of the deauthentication DoS attack presumably because of their limited processing capability. In the following section we discuss our approach in detection the de-authentication DoS attack and describe an algorithm for the same.

B. Methodology

In our proposed methodology, the IDS keeps track of the de-authentication frame(s) sent/received by each STA, throughput for each STA, overall count of de-authentication frame(s) captured and throughput of the network. Depending on the needs of the network, the administrator can set a dynamic threshold or a static threshold. In our experiments we have set the threshold for the IDS to 5 which gives an accuracy rate of above 99%. Different values of threshold gives varying accuracy and detection rates as shown in Table I. We also modify the AP drivers so that it ignores the de-authentication frame(s) received for those stations from which it has received more than threshold number of de-authentication frame(s). We used the open source Madwifi drivers[19] available for Linux for modification and testing purposes. While the deauthentication DoS attack is in progress the throughput of the client degrades severely. The client has no option but the switch to a different Wi-Fi network. In case only one hotspot was available, the client is rendered helpless till the attack subsides. In this approach, once the IDS detects that a particular STA is under deauthentication DoS attack, and if the de-authentication counter for the STA is still increasing, the IDS ignores all the future deauthentication frame(s) coming from the victim STA towards the AP. As seen in the Figure 3, the user’s throughput is degraded severely during the attack interval from 4 - 12 seconds. After the attack stops, all stations except the mobile stations (Apple iPhone 5 & Micromax A110) recover automatically. Figure 4 shows how our proposed approach helps stations to recover quickly from the attack. As against in Figure 3 where the stations recovered after the attack stopped, all stations except Apple iPhone 5 and the Micromax A110 Canvas recovered while the attack was in progress. The limited computing capability of the mobile stations must be the primary reason behind the inability of mobile stations to recover. The stations recovered around 10th second while the attack was in progress till the 12th second. Had the attack duration been longer, the speedy recovery of stations enables to overcome the de-authentication DoS attack and re-connect to the AP. However it could happen that while the attack is in progress, a victim STA may send a genuine de-authentication frame to get disconnected from the current AP and switch to another AP. Since the AP is dropping the de-authentication frame(s) for the victim STA, even genuine de-authentication frame(s) would not be honoured. This would keep the association of the victim STA intact with the AP.

Fig. 3: Impact of De-authentication DoS attack on clients

However the victim STA would retry until the retry limit for the frame is reached and consequently upon reaching the retry limit, the victim STA discards the de-authentication frame(s) thinking the AP is not present in the network and the connection terminates. The proposed method is illustrated in Algorithm 1 and is explained below. As shown, the IDS sniffs the wireless packets pertaining to the AP being monitored (line 1). The IDS passes this information to the Analysis Engine. The Analysis Engine observes the packet and stores crucial information required to detect the de-authentication DoS attack into the DB (line 2). For each and every STA associated with the AP, the IDS does the following tasks and checks. If the number of de-authentication frame(s) received for a STA is within the threshold this situation is considered as normal and the deauthentication count for the STA and the deauthentication frame(s) count of the network is incremented (lines 4-6). In case the IDS receive broadcast de-authentication frame(s), it increments the counter of every associated STA. If the number of de-authentication frame(s) received for a STA is more than the threshold but the throughput drop is less than 50%, the IDS still consider this situation as normal. This is because in de-authentication DoS attack the throughput drops to zero and the client disconnects. In this case since the user is still connected to network, it might have been the case that the packet was malformed and hence no impact was observed on the user. If the de-authentication frame(s) still continue for the victim STA beyond the threshold, the IDS ignores the frames. However the IDS does not update the deauthentication count for the STA(lines 8-11). The reason for not updating is that under normal circumstances, such amounts of deauthentication frame(s) are not observed. Modifying the counts will increase the de-authentication count average and
may result is false positives. If the number of de-authentication frame(s) received for a STA is more than the threshold and throughput drop for the victim STA is more than 50%, it is expected that the de-authentication DoS attack has occurred. The count of de-authentication frame(s) for the victim STA remains under observation. If the count still increases, it implies that the attacker continues the de-authentication DoS attack over extended period of time. This results in severe degradation of the throughput of the victim STA. If the victim STA still receives de-authentication frame(s) after the attack is ascertained, all the de-authentication frame(s) coming from the victim STA are dropped (line 17). This ensures that the victim STA is able to recover quickly even if the attack is still on. This can be seen from Figure 4 where the stations recover quickly as compared to the scenario where shown in Figure 3 where the stations do not recover until the attack stops. If none of the above conditions are satisfied, the network is in normal condition. The IDS continues to collect useful statistics for associated STA and the network (line 17-18).

4. EXPERIMENTAL SETUP

Our network setup consists of a Cisco Linksys AP with SSID “Cafe” along with an IDS infrastructure placed as shown in Figure 5. The IDS is placed in vicinity to the AP to ensure that it captures maximum packets coming towards or leaving the AP. The attacker STA is configured with BackTrack5r3 [17]. The attacker uses the aircrack-ng suite[3] to launch the de-authentication DoS attack. Aircrack-ng suite is available as a standalone package or is pre-installed in most of penetration OS based on Linux. Our strategy focuses on inundating the victim station(s) with large number of unicast de-authentication frames. The attacker also makes use of broadcast de-authentication frame(s) to launch the de-authentication DoS attack on all the clients associated with the victim AP. The generic command used to inject a de-authentication frame in the network using aircrack-ng suite is:

```
aireplay-ng-0n-aMAC-OF-AP-c
MAC-OF-Victim-Client wlan0
```

Where:
- 0 - Inject De-authentication Frame(s).
- n - Number of de-authentication frames to inject.
- a [MAC] - MAC address of the access point.
- c [MAC] - MAC address of the client to de-authenticate.
- wlan0 - Interface name

We also launched the attack using custom built Python scripts with the help of scapy. Scapy is a powerful interactive packet manipulation program that can craft and send packet of various different protocols. The attacker can employ various strategies to launch the de-authentication DoS attack. We assume that the goal of the attacker is to cause maximum damage to the victim STA. Hence the attacker targets those STA that continuously exchange data with the AP. The attacker can also target those STA which occasionally exchange data with the AP, however

Algorithm 1: DETECTION OF DE-AUTHENTICATION ATTACK & RECOVERY

**Input:** 802.11 Frames. **Output:** Occurrence of De-authentication attack & Recovery it.

1. Collect Frames pertaining to the monitored AP using the frames.
2. Pass the collected information from the IDS to the Analysis Engine. Analysis Engine investigates the vital information regarding the frames. The Analysis Engine stores decisive information regarding the frames in the Database (DB).
3. for Every STA associated to the AP do
4.  if # of de-authentication Frames received < Threshold then
5.  Update the de-authentication count for the STA;
6.  Update the rolling average de-authentication count for the network ;
7.  else if # of de-authentication Frames received ≥ Threshold & Throughput drop < 50% then
8.  Ignore the received de-authentication Frames for the STA ;
9.  Do NOT Update the de-authentication count for the STA ;
10. Do NOT Update the rolling average de-authentication count for the network ;
11. else if # of de-authentication Frames received ≥ Threshold & Throughput drop ≥ 50% then
12. Raise alarm “De-authentication Attack” ;
13. Do NOT Update the de-authentication count for the STA ;
14. Do NOT Update the rolling average de-authentication count for the network ;
15. Ignore the received de-authentication Frames for the STA ;
16. Else
17. Continue analysis of network frames by the IDS;
18. Store the following information regarding STA: average throughput of STA, # of De-authentication frames received Global count of the De-authentication frames received.

Fig. 5: Experimental Setup.

It would dampen the effect of the attack. Irrespective of the nature of victim chosen by the attacker, our detection methodology successfully detects the de-authentication DoS attack. To generate traffic and measure network throughput we used the iperf utility [18].

A. Test Procedure

The test procedure was consisted of the following steps repeated in a loop: Continuous monitoring of the network traffic for analysis and detection of de-authentication DoS attack.

- 4 Unicast de-authentication frame(s) per second directed to the target STA.
- 4 Broadcast de-authentication frame(s) per second directed from AP to STAs.

The de-authentication attack is launched for a period of 8 seconds between the time interval of 4 – 12 seconds as shown by dotted lines between these intervals in the Figure 3 and Figure 4. Our test bed consisted of the following devices. We used the original NIC shipped with each of the configuration.

- HP Compaq nx 6320 with Windows 7.
- AMD Phenom II X3 710 Processor with Netgear Wi-Fi USB card & Ubuntu 12.04.
- Asus Transformer Tablet TF 101 with Android v4.0 Ice Cream Sandwich OS.
- Samsung Galaxy Tab 2 P3100 with Android v4.1 (Jelly Bean) OS.
- Apple iPhone 5 with iOS 6.
- Micromax A110 Canvas 2 with Android v4.1 (Jelly Bean) OS.

5. RESULTS AND DISCUSSION

A. Detection Rate and Accuracy

Table I illustrates the detection rate and the accuracy for different threshold values of the number of de-authentication frame(s) received for a STA. We can infer from the table that with an increase in the threshold, the accuracy increases but the detection rate falls. This is because, if the attacker is able to successfully launch the attack with less than threshold number of packets, he would be able to evade detection. The accuracy increases with the rise in threshold values, since larger threshold implies a large amount of de-authentication frame(s) injected into the network, which is a clear indication of the de-authentication, DoS attack. On the other hand, the lower value of threshold can quickly detect de-authentication DoS attack, but would generate small amounts of false positives. This can be deduced from the accuracy results for the small threshold values. The detection rate is never 100% since it is possible for a victim STA to get dis-connected from the network even if the attacker injects one spoofed de-authentication frame for the victim STA. Also in normal network conditions, the clients require at least one frame to disconnect from the network. Hence those de-authentication DoS attack that are launched using a single de-authentication frame are never detected, since setting a threshold of 1 is impractical and would generate a large amount of false positives. As a result those de-authentication DoS attack that are caused due to a single de-authentication frame are never detected and consequently the detection rate remains below 100%.

Fig. 6: CPU Utilization of IDS over 12 Hours
Our proposed methodology is lightweight and can easily be deployed to both open as well as encrypted networks. Coupled with the above features and the detection accuracy of our IDS, it makes even more attractive prospect for administrator to implement our IDS to secure their Wi-Fi networks.
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