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Abstract—Mobile Banking acceptance and usage has grown in recent times in most economies; however the risk and loss of privacy in 

the security system are part of the main issue discussed so far. Furthermore, in the high risk nation where there is the need to use mobile 

phone for banking transaction, the use of M-Banking and the benefit derives from it may be quiet perceived differently. Previous research 

that analyzed adoption of M-banking focused on specific area or particular point of analysis not really the current situation of the 

countries and the service providers. Many countries in West Africa are facing war and vulnerability by terrorism attack. Thus, how the risk 

related to the adoption of M-Banking might be perceived and evaluated needs to be examined.  

The major point of this study is to identify and prioritize the key perceived risk factors from consumer’s point of view. Allowing to rate these 

factors as critical aspect that can improve customers’ adoption of M-Banking and help the banks to provide more favorable and reliable 

operation system service for their customers. We use AHP (Analytical Hierarchy Process) based on  MCDM (Multi-Criteria Decision 

Making) to  evaluate and rank the different factors that contribute  to impact the adoption of M-Banking in the view of Perceived risk. The 

findings suggest that regardless of the impending danger, the mobile banking users who were assessed, perceived the benefit resulting 

from use as being important and  care more about their financial risk situation especially with financial loss as alternative than others. 
Certainly, West African Countries educated citizens accept new technologies such as mobile banking and try to cope with today’s 

development in technologies following the developed countries. 

 

          Index Terms— Analytical Hierarchy Process (AHP), Mobile Banking, Perceived Risk, West Africa, Customers 
. 

  ———————————————————— 

1 INTRODUCTION                                                                   

he information Technology(IT) over many years have been 
deeply empowered by Financial Institution Worldwide, 

starting from the use of wireless internet to access  of a variety 
of banking innovative services in order to improve customer 
and services relationship. The internet has developed from its 
fixed line constraints and is increasingly mobile, putting 
Mobile Banking in a higher market position. The internet is 
now available to mobile users, with all its versatile user 
application interfaces. Although, ATM, Telephone and 
Internet Banking present successful way as compared to 
traditional banking product, M- banking sector is the nearest 
canal put in place by retail and microfinance banks in 
developed and developing countries and predicted to have 
effect on the market [1]. Though such benefits are offered, the 
use of mobile as channel for the banking transaction is still 
under early stage [2.] Mobile technologies and services are 
predicted to be the possible motivating force that will bring 
diversification opportunities for businesses. Mobile 
technologies characteristics have allow mobile phone users to 
enjoy applications that had previously been conserved for the 
personal laptop users. Accordingly, researchers have 
reinvented the concept of Electronic-Commerce to include the 

capacity of mobile phones which is almost at the same level of  
personal computers, [3] [4]and later showed some countries 
making good progress in using Mobile Banking and even 
integrating it in their basic activities, like China, Japan, South 
Korea, however Europe, North America and Asia-Pacific as 
well as Australia and New Zealand proved otherwise. 
Forrester reports showed that, along with 2.5 million Bank of 
America’s online users, only 4 per cent are active users of M-
banking [5]. A study of German customers showed that only 
12 per cent would consider using mobile phones for banking 
or shopping [6]. These reports confirmed indeed, these 
countries are still behind the trend of the usage of M-Banking, 
and are not so far from Middle East Asia and Africa countries 
including Saudi Arabia,   South Africa and West Africa. 
The rate of the Adoptions are utmost in so-called developing 
countries, reaching 60- 70% in China and India in comparison 
to developed one, such as the US, Canada and the UK 
[7].Considering the rate of Adoption in Africa within the 
different part of Africa, Sub-Saharan Africa (SSA) has emerged 
by discovery their way to use the third generations (2G and 
3G) mobile phones to solve the pecuniary activities. In Kenya 
and East Africa, Vodafone brought a great success by 
managing the M-PESA mobile money [8] [9] [10] [11]. 
Although M-PESA has brought financial inclusion to millions 
of Unbanked in Kenya, West African countries like Togo, Mali, 
Ghana, Nigeria are still behind the tendency with less than 10 
percent rate of adoption and the recent finding confirmed that   
mobile banking adoption in Ghana is low as compared to 
developed nation of the world in spite of the high level of 
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consumer knowledge in the country [12] at the same moment, 
I.T. providers and financial institution anticipate that m- 
payment will reach deep mass in the subsequently few years 
[13]. Yet, there is a certainty that Customer perception about 
the adoption of M-banking comes to play an important factor 
as to the barrier of the development of M-banking.  
Risk Perceived and Trust is interconnected facet which has 
been mostly proved to be the main factors of the online service 
mainly in the banking sectors [14], [15], [16]. Furthermore, 
previous study on mobile networking has identified the 
necessity of increasing attention in the direction of cultural 
differences and perceptions of mobile services [17] and 
suggested that, mobile phone users in the Western World may 
have a different judgment about the security, and risk issue 
compared to those in more dynamic changing countries and 
contexts. Our study leans to emphasize on the perceived risk 
from the end- users in the unstable countries as West Africa. 
Firstly, it will give reason to the logic on mobile users who 
accept as true their cellular service provider exposed their 
privacy and personal information to a higher risk. There is 
every reason to consider that the vulnerabilities to a user may 
lie within the network. Generally, during a connection to the 
network, mobile users stroll throughout various units or 
function, which predisposed them to malevolent or 
compromised cell domains with the potential of engaging in 
information theft or identity theft and denial of service, among 
other threats [18].          
Thus, we made an evaluation based on Analytic Hierarchical 
Process (AHP) to extract the major Perceived Risk Factors 
entering into the Mobile banking sector that dealing with the 
instable situation of the West Africa Countries and prioritize 
them through a quantitative method. 

Chapter 2, will be the review of related works, pull out the 
overall perceived risk factors of M-Banking and alternatives, 
and scrutinize the main feature and components of AHP. 
Chapter 3 will apply AHP techniques calculation to evaluate 
the key factors involve in the risk perceived by the M-Banking 
customers, find the criteria for the alternative selection, and 
selection factors. Chapter 4, prioritized the extracted factors 
and alternatives and Chapter 5 Discussion and draws the 
Conclusion 

 
2 RELATED WORKS 
 
The embracing rate of the cellular phone adoption is supposed 
to grow fast in developing countries [19]. Nevertheless in less 
prosperous nations suffering from political instability, 
terrorism and war, mobile technologies may have distinct 
point of view to their users. Both conflicting pressures due to 
those countries who are ready to supply customers with the 
mobile access and the external forces like terrorist groups, 
who intend to reduce or control information access, or even 
the identity theft, lead to the sinking first choices to Embrace 
the mobile device from the citizen mobile users[20]. Since the 
technology adopters have been aware about the perceived risk 
effect, there is a need to address these issues in the way that 
the profit the customer using the technology will gain from it 

must be large enough to alleviate the risk taking. 
Understanding this, customers who reveal private information 
to companies run the risk that his information will not be used 
in a suitable way, so businesses are frequently required to 
notify customers of their advice use practices [21]. Therefore, it 
must be anticipated that the mobile service provider’s 
expectation will influence the level of risk perceived by mobile 
devices users. Although, many different kinds of risk and 
some of which are more relevant in an unstable or developing 
nation than many others. Financial, information Privacy, 
performance risk are the prevalent risks found in Mobile 
Commerce through E-commerce research [22] and culnam et 
al (1999) [23] defined performance risk as the probability that 
the product bought on line, or the program running by the 
bank will fail or not work as desired. 
Financial risks involve the risk of value where customer may 
overpay for an underperforming item. Mobile technology use 
can result in financial risk for those individuals in developing 
nations who needs stable or enough income to afford their 
basic needs. Furthermore, in hostile regions, objective risk 
associated with technology use or information collected 
through technology use are predominant according to Cox [24]   
et al.., the consumer need to take a big decision and face the 
consequence related to it.  
Overall, embracing cellular devices with these risk required 
different level of risk hypothesis, and that different from those 
e-Commerce theory has emphasized on. There are many study 
conducted on M-Banking adoption but very few study 
centered on decision making by customer for selecting the risk 
they perceived. Though sometimes, customer may be 
conscious about the risk associated with the M-Banking, and 
clearly alert that they will face some risk, but how to evaluate 
and prioritize them, will help both the providers and the users 
to decrease the risk taking level. The theoretical background of 
this research is resulting from the literature areas of e-
commerce and add-value. Specifically, this research is focused 
on the m-banking sector as in existence literature on the 
adoption of e-technology focuses on the selection and ranking 
overall risk factors influencing Customer acceptance M-
Banking which risk component may be clarified [25].    

 
2.1 Relevant Research Field on Perceived Risk in 
Mobile Banking  
The concept of Perceived Risk was first brought forward by 
Harvard scholar Bauer in the year 1960 where he defined   
“perceived risk” from psychological part of the study of 
consumer behavior. Bauer stipulated that all consumer 
behavior may come from unsure outcome which cannot be 
predicted by consumers themselves, and some of the effect 
could be unpleasant, thus consumer behavior involves risk 
from this common sense [26]. This risk was related to 
subjective risk (i.e. perceived risk), which is different from the 
real risk according Bauer. Behind any business company, the 
direct risk that the consumers is exposed concerning the 
product, play an important role in the decision making 
process. Embrace or reluctant to the product or service of the 
company, mainly when the consumer perceive a certain 
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FIG 1:  AHP DECISION MAKING STRUCTURE 

 

degree of doubt about it, is known as perceived risk. The 
following 40 years after the research of Bauer, many 
researchers have moved to perceived risk dimension, to 
contribute to the research field. Earlier work of Cox (1967) [24] 
suggested that the first identification of perceived risk may 
include financial and social psychological components of two 
kinds of risk. Based on this, Jacoby and Kaplan (1972) [25] on 
the perceived risk components with comprehensively research 
thought that more complete works should include: time of risk, 
functional risk, physical risk, financial risk, social risk and 
psychological risk. Jacoby and Kaplan selected 148 students as 
study objects, evaluated perceived risk of 12 different 
consumer goods, which result explained 61.5% of the 
variances of the overall risk. The research on the dimensions 
of perceived risk is the basis of research on perceived risk. 
Perceived Risk is the risk discovered on the service itself [21]     
which is identified as the consumers' expectation of suffering a 
loss in the result of using Mobile Banking [27].       
The psychological aspect of perceived risk should be highly 
consistent with further aspect, while all risks are perceived by 
individuals. Additionally, [21] [27] Featherman  et al(2002),   
Pavlou et al (2001), foresee consumer acceptance level of 
electronic services from the perceived risk view and pointed 
out that social risk, privacy risk, economic risk, functional risk, 
psychological risk, and time risk are the six dimensions that 
exist in the internet consumer adoption. 
Supported from the above definition and the previous 
literature, we can draw the criteria which may be seen to be 
more important in the perceived risk perspective in the field of 
M-Banking. 
. 

 
 
 
 
 
 

 
 
 
 
 
 

 
2.2 Risk Avoidance or Risk Tolerance 
The perception of risk avoidance should be guided by both the 
legal and technological aspect.  Beginning with the single 
technical procedure will not preserve business customer to be 
vulnerable to the perceived risk in question. Then, it is so 
complex for any advanced technology to play a role in the 
technical measures, management, integration mechanisms and 
legal means to fully protect the security of mobile commerce 
transactions or M-Banking [28]. Alice et al established the 
relation between the risk averse and risk tolerance, that 
consumer with higher levels of risk tolerance is more likely to 
accept mobile banking, even after scheming for their 

perceptions of the riskiness of the mobile banking. Contrary to 
that, those who think that M-Banking is not safe, or really do 
not know how secure it is, accept it at the low rate. 
Therefore, to identify a consumer’s readiness to cope with risk, 
or the consumer’s level of risk aversion variable is tough. This 
research was to build off the earlier literature of technology 
adoption and consumer selection and ranking models by 
disaggregating consumer’s expectation into their 
psychological risk of the technology particularly into the 
overall level of the Mobile Banking risk.   

 
2.3 Overview of AHP Process 
As mentioned from the above, Analytical Hierarchy Process 
(AHP) has been used to identify and prioritize overall risk 
perceived. AHP as decision making method developed by L. 
Saaty in the year 1970, which uses Multi-Criteria Decision-
Making techniques (MCDM) is a technique for solving 
problems with complex multiple criteria called hierarchical 
analysis method [29]. Hierarchical analysis sub-divides a 
complex decision making problem into easily understandable 
hierarchy elements and makes decisions based on the 
elements and transforms qualitative factors into quantitative 
variable. The method is based on the pair-wise comparison 
and the decision makers begin the operation by creating the 
decision tree. AHP satisfies theorems such as reciprocal, 
homogeneity, dependency and expectation, which allows 
alternatives to be extracted through different steps. It has two 
characteristics: One is to divide the issue into category based 
on the property of the issue and the final objectives, second is 
to construct a hierarchical structure model by which the 
causalities among the factors, sub-factors and alternatives are 
made [30].    
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 Structure of Decision Making Tree of the AHP Process 
•State the problem.   
•Broaden the objectives of the problem or consider all actors, 
objectives and its outcome. 
• Structure the problem into hierarchy. 
• Comparing and obtaining the judgment 
•Calculation of Local weights and consistency of comparison 
and Normalize value for each Criteria/alternative 
• Aggregation of weights across various levels to obtain the 
final weights of alternatives 

TABLE1: CRITERIA FOR PERCEIVED RISK  

Performance 

Risk 

The probability that the product or M-Banking function may 

not perform well as it was designated and advertised, as a 

result, failing to deliver the expected benefits 

Financial 

Risk 

It is identified as the potential for monetary loss due to 

transaction error or bank account misuse 

Time  

Risk 

It is related to the loss of the time incurs due to the delays 

of receiving the payment or the complexity of navigation. 

Privacy 

Risk 

This is defined as a possible loss due to a hacker or fraud 

compromising the security of a M-Banking user; potential 

loss of control over personal information. 
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Criteria for pairwise comparison  
 

 

 

 

 

 

 

Table 3: Questionnaire templates for pairwise comparison 
of three factors 
 

Table 4: Random Index 
 
 

 
The value in between 2,4,6,8 is intermediate values that can be 

used to represent shades of assessment between those five 

basic judgments. In this case for instance, A is very strong 

important (7) than B as a criterion for the decision, then the 

riverside index value 1/7(0.14) is assigned to B.                       
In some situation, it has been assumed that the decision maker 

has to be consistence in making assessment concerning any 

pair of criteria since all criteria will always rank equally when 

compared to themselves, it is only ever necessary to make 

1/2(n)(n – 1) comparisons to establish the full set of pairwise 

judgments for n criteria: Then the results of all pairwise 

comparisons is stored in n x n input matrix A = [aij]. Where aij 

is the intensity of importance of criterion ni compared to 

criterion nj  

Table3: Questionnaire templates for pairwise comparison of 

three factors 
Factor 9 8 7 6 5 4 3 2 1 2 3 4 5 6 7 8 9 

A 

(Row1) 

       ×           

A 

(Row2) 

      ×           

B 

(Row3) 

            ×     

 
 
 

                             𝐴       𝐵       𝐶     

𝐴
𝐵
𝐶

  [
1 2 3

1/2 1 1/5
1/3 5 1

]                      (1)         

 

 

 

n 1 2 3 4 5 6 7 8 9 10 

RI 0.00 0.00 0.58 0.90 1.12 1.24 1.32 1.41 1.45 1.49 

 
 
Consistency 
The consistency' major steps of the judgment matrices: 
The computation of the consistency index CI     
CI = (λmax − n )/(n − 1)  is compared with the average RI 
obtained from associated random matrices of order n to 
measure the error due to inconsistency [31]    
Computation of the consistency ratio CR = CI/RI 

A consistency ratio (CR=CI/RI) value of 10% or less is 
considered as acceptable, otherwise the pair-wise comparisons 
should be revised. After calculation is made in the way 
presented above, the relative  weights  of  decision-making  
are  summed  to prioritize  alternatives  to  be  evaluated. The 
general importance is expressed as C [1,k]=∏ Bin

i=1  ●  C[1,k]  
means the general  weight of kth hierarchy element in the 1st  
hierarchy , and Bi  means ni-1 ●ni matrix that contains the row 
forming the estimated w vector. 
 
3 APPLICATION OF THE AHP TECHNIQUE IN THE CHOICE 

OF PERCEIVE RISK 
 

Customer’s choice criteria for Perceive Risk are based on the 
existing literature [32] [33] [34] [14] [35]. Figure 1 shows the 
structuring of the hierarchy of customers’ choice issues, which 
includes tree levels. The top level of the hierarchy 
characterizes the ultimate goal of the problem, while the 
second level of the hierarchy consists of four major selection 
criteria, i.e. Performance Risk, Financial risk, Time Risk, 
Privacy Risk. Finally, these criteria are decomposed into 
various sub-criteria, which are called alternatives that may 
affect the consumer’s choice for a particular decision in 
relation to the acceptance of M-Banking acceptance 

 
3.1 Data Collection 
The questionnaires were filled by highly-educated 
respondents with some managerial experiences and were 
asked to answer to a series of redundant pairwise comparisons. 
The research was carried out in Sichuan Province in China and 
some questionnaires were sent to people online even in their 
respective countries. We selected mostly the new comers 
University students from the West African Countries (Nigeria, 
Togo, Ghana, Ivory Coast and Burkina-Faso) as we believe 
they can have the real idea from back home. On the basis of 
the saaty’s questionnaire layout, the interviewees measure the 
degree of preferences to which each criteria correspond to the 
sub-factors. 

 
 

Intensity of 

Importance 

Definition Explanation 

1 Equal Importance Two activities contribute equally to the 

objective 

2 Weak or Slight  

3  Moderate 

Importance 

Experience and judgement slightly favor 

one activity over another 

4 Moderate plus  

5 Strong 

importance 

Experience and judgement strongly favor 

one activity over another 

6 Strong plus  

7 Very strong or 

demonstrated 

importance 

One activity is favored very strongly over 

another, its dominance demonstrated in 

practice 

8 Very, very strong  

9 Extreme 

importance 

The evidence favoring one activity over 

another is of the highest possible order of 

affirmation 
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TABLE 5: THE RESULTING WEIGHTS ARE BASED ON THE 

PRINCIPAL EIGENVECTOR OF THE DECISION MATRIX 

 
 
 
 

TABLE 6: RANKING THE INDICATOR IN RELATION TO 

PERFORMANCE RISK 

 
 
SS: Security System 

SP: Service Performance 

TP: Transaction Process 

TABLE 7: RANKING THE INDICATOR IN RELATION TO 

FINANCIAL RISK 

 
 
BP: Bill Payment 

FL: Financial Loss 

SC: Service Charges 

 

TABLE 10: RANKING THE OVERALL INDICATORS IN 

RELATION TO MOBILE BANKING  

 

TABLE 8: RANKING THE INDICATOR IN RELATION TO TIME 

RISK 

 
 
SUT: Set Up Time 

PST: Procedure Service Time 

LT: Learning Time 

 

TABLE 9: RANKING THE INDICATOR IN RELATION TO PRIVACY      

RISK 

 
 
PFM: Personal Financial Mgt. 

PS: Personal Security 

PV: Privacy Violation 
 

 
4 PRIORITIZED THE EXTRACTED FACTORS AND 

ALTERNATIVES 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 

 
 
 
 
 
 
 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Fig2: An AHP based model for the Perceived Risk in 
Mobile Banking 
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5 DISCUSSIONS AND CONCLUSION 
 
This present research elucidates the customer choice towards 
the M-banking perceived Risk in the unstable developing 
country special in West Africa.  
Undeniably, M-Banking implementation and use varies across 
contexts and cultures. Thus customers in developing nation or 
less developed countries may understand its usage quiet 
differently as compared to the developed countries. Previous 
researches model were more concentrated in the western 
countries and have not been tested through in those nations 
facing the political conflict, terrorism, or war and those 
situations we refer to as high-risk. The respondent mentioned 
from the interview that, those who managing the network 
may bring high distrust in the service they provide and also 
perceived high personal risks stemming from mobile banking 
usages, indicating they recognize potential vulnerabilities. 
The actual choice criterion of the undergoing research which 
consists of the Performance Risk, Financial risk, Time Risk and 
Privacy Risk cannot be quantitatively and accurately 
measured. To manage and evaluate the decision maker’s 
subjective in the view of Perceive Risk related to the use of M-
Banking, we apply AHP which helps to provide accurate and 
consistent direct preference. Based on the selected elements, 
evaluation was made not for a particular Mobile Banking 
company in a narrow sense but for banking operating with 
mobile to help customer in the day to day financials activities 
in a large sense. The finding of the evaluation illustrates what 
elements mobile banking business managers should pay more 
consideration to. The mainly key indicator criteria (fig10) is 
Financial Risk(0.598) which embedded financial loss(0.443)as 
the most alternative factor that should be careful in way to 
avoid. Then after Financial Risk, follows by Privacy Risk, 
Performance Risk and Time Risk. Apart from the most 
important alternative which is financial loss in the Financial 
Risk Criteria, the next important alternative is Personal 
Security in the Privacy Security. Previous research which has 
been conducted in the field of Internet diffusion [36] across 
143 large sample of the world’s developing nations proposed 
that political conflict with adverse regime transitions, political 
violence, terrorism, and war would negatively impact internet 
use and eventually reduce societal economic growth. These 
forms of political conflict often negatively impact IT adoption 
and use through interfere with telecommunication  
infrastructure  and  by   invoking fears of surveillance by  
either the government or opposition groups. On the other 
hand, our current research prove that the Privacy Violation 
(0.017) with the rank 10 which is one of the alternative 
standing for the criteria Privacy Risk is insignificant for the 
overall weight of the whole alternative. This information gives 
insight that the perceived need for access to communication, 
information exchange, and accessing the bank information 
through mobile devices apparently outweighs those 
vulnerabilities. 

It is view that the West African Country’s educated people 
acknowledge new technologies such as mobile banking and 
try to put into action themselves with today’s development in 

technologies as same as developed countries. This research 
was able to confirm that, people care more about their 
financial risk situation than other. Meaning that, the instability 
socio-political situation of their countries is not affecting their 
decision to adopt the Mobile Banking Technology. Financial 
Institution operating M-Banking should implement a system 
with more guideline facilities, to increase the level of personal 
security protection of the customer and to have more adequate 
procedure when customer dealing with bill payment. In the 
light of the Performance risk, Security system of the banking 
software should be strong as to give confident to the users. 
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